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2. Evaluate the accuracy of the 
agency’s estimate of the burden of the 
proposed collection of information, 
including the validity of the 
methodology and assumptions used; 

3. Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

4. Minimize the burden of the 
collection of information on those who 
are to respond, including through the 
use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 
other forms of information technology, 
e.g., permitting electronic submissions 
of responses. 

Analysis 

Agency: Department of Homeland 
Security, National Protection and 
Programs Directorate, National Cyber 
Security Division. 

Title: US–CERT Incident Reporting. 
OMB Number: 1670–NEW. 
Frequency: Once. 
Affected Public: Federal, State, Local, 

Tribal, Private Sector. 
Number of Respondents: 6000 per 

year. 
Estimated Time Per Respondent: 20 

minutes. 
Total Burden Hours: 2000 hours. 
Total Burden Cost (capital/startup): 

None. 
Total Burden Cost (operating/ 

maintaining): None. 
Description: The Federal Information 

Security Management Act of 2002 
requires all federal agencies to report 
security incidents to a federal incident 
response center, designated as the 
United States Computer Emergency 
Readiness Team (US–CERT). US–CERT 
has created a web-based Incident 
Reporting Form for all federal agencies, 
organizations, private and commercial 
companies, and individuals to submit 
incidents to US–CERT’s security 
operations center. In July of 2006, OMB 
issued Memo M06–19 revising reporting 
procedures to require all federal 
agencies to report all incidents 
involving personally identifiable 
information (PII) to US–CERT within 
one hour of discovering the incident. 

Dated: August 14, 2008. 

Matt Coose, 
Acting Chief Information Officer, National 
Protection and Programs Directorate, 
Department of Homeland Security. 
[FR Doc. E8–23747 Filed 10–6–08; 8:45 am] 

BILLING CODE 4410–10–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. DHS–2008–0117] 

Homeland Security Science and 
Technology Advisory Committee 

AGENCY: Science and Technology 
Directorate, DHS. 
ACTION: Committee Management; Notice 
of Closed Federal Advisory Committee 
Meeting. 

SUMMARY: The Homeland Security 
Science and Technology Advisory 
Committee will meet October 20–22, 
2008, at the Booz Allen Hamilton office 
in Norfolk, VA. The meeting will be 
closed to the public beginning October 
20, 2008 at 12 p.m. 
DATES: The Homeland Security Science 
and Technology Advisory Committee 
will meet October 20, 2008, from 12 
p.m. to 5:45 p.m., October 21, 2008, 
from 9 a.m. to 4:30 p.m. and on October 
22, 2008, from 9 a.m. to 5:30 p.m. 
ADDRESSES: The meeting will be held at 
the office of Booz Allen Hamilton, Twin 
Oak II, 5800 Lake Wright Drive, Suite 
400, Norfolk, VA 23502. Requests to 
have written material distributed to 
each member of the committee prior to 
the meeting should reach the contact 
person at the address below by Friday, 
October 15, 2008. Send written material 
to Ms. Deborah Russell, Science and 
Technology Directorate, Department of 
Homeland Security, 245 Murray Lane, 
Bldg. 410, Washington, DC 20528. 
Comments must be identified by DHS– 
2008–0117 and may be submitted by 
one of the following methods: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

• E-mail: HSSTAC@dhs.gov. Include 
the docket number in the subject line of 
the message. 

• Fax: 202–254–6173. 
• Mail: Ms. Deborah Russell, Science 

and Technology Directorate, Department 
of Homeland Security, 245 Murray 
Lane, Bldg. 410, Washington, DC 20528. 

Instructions: All submissions received 
must include the words ‘‘Department of 
Homeland Security’’ and the docket 
number for this action. Comments 
received will be posted without 
alteration at http://www.regulations.gov, 
including any personal information 
provided. 

Docket: For access to the docket to 
read background documents or 
comments received by the Homeland 
Security Science and Technology 
Advisory Committee, go to http:// 
www.regulations.gov. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Deborah Russell, Science and 

Technology Directorate, Department of 
Homeland Security, 245 Murray Lane, 
Bldg. 410, Washington, DC 20528, 202– 
254–5739. 
SUPPLEMENTARY INFORMATION: Notice of 
this meeting is given under the Federal 
Advisory Committee Act, 5 U.S.C. App. 
(Pub. L. 92–463). 

The committee will meet for the 
purpose of organizational and 
preliminary technical discussions on 
the next cycle of HSSTAC studies 
including classified topics. 

Basis for Closure: In accordance with 
Section 10(d) of the Federal Advisory 
Committee Act, it has been determined 
that the Science and Technology 
Advisory Committee meeting concerns 
sensitive Homeland Security 
information and classified matters 
within the meaning of 5 U.S.C. 
552b(c)(1) and (c)(9)(B) which, if 
prematurely disclosed, would 
significantly jeopardize national 
security and frustrate implementation of 
proposed agency actions. 

Dated: September 30, 2008. 
Jay M. Cohen, 
Under Secretary for Science and Technology. 
[FR Doc. E8–23789 Filed 10–6–08; 8:45 am] 
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Office of the Secretary 

[Docket No. DHS–2008–0105] 

Privacy Act of 1974; United States 
Coast Guard Auxiliary Database 
System of Records 

AGENCY: Privacy Office; DHS. 
ACTION: Notice of Privacy Act system of 
records. 

SUMMARY: In accordance with the 
Privacy Act of 1974 and as part of the 
Department of Homeland Security’s 
ongoing effort to review and update 
legacy system of records notices, the 
Department of Homeland Security is 
giving notice that it proposes to update 
and reissue the following legacy record 
system DOT/CG 501 Auxiliary 
Management Information System, April 
11, 2000, as a Department of Homeland 
Security system of records notice titled 
United States Coast Guard Auxiliary 
Database. The Auxiliary Database is the 
United States Coast Guard’s information 
system that tracks and reports contact, 
activity, performance, and achievement 
information about the members of its 
volunteer workforce element, the United 
States Coast Guard Auxiliary. Categories 
of individuals and categories of records 

VerDate Aug<31>2005 18:23 Oct 06, 2008 Jkt 217001 PO 00000 Frm 00081 Fmt 4703 Sfmt 4703 E:\FR\FM\07OCN1.SGM 07OCN1m
st

oc
ks

til
l o

n 
P

R
O

D
1P

C
66

 w
ith

 N
O

T
IC

E
S


